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Sanitization of Databases
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Re-identification by linking

Linking two sets of data on shared attributes may uniquely
identify some individuals:
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87 % of US population uniquely identifiable by 5-digit ZIP, gender, DOB



Netflix-IMDb Emplr ical Attack [Narayanan et al 2008]
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